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Jolla announces plans for ‘Sailfish Secure’ - the first

truly open and secure mobile phone platform
- Jolla partners with SSH Communications Security and invites others to join

Barcelona, Spain — March 2, 2015 - Jolla, the mobile company from Finland,
today revealed plans for ‘Sailfish Secure’, a secure mobile phone platform
based on Sailfish OS. Jolla partners with SSH Communications Security to
develop the secure mobile phone solution ideal for government officials,
corporations, and consumers.

With Sailfish Secure, the two Finnish companies, Jolla Ltd. and the market leader in security
solutions, SSH Communications Security, are aiming to answer the increased demand in privacy in
mobile communications. The solution will be based on a security-hardened version of the open and
independent mobile operating system Sailfish OS, and SSH’s communication encryption and key
management platform.

The Sailfish Secure project is based on the premise that currently there are no European
alternatives for secure mobile communication to Android or other US based operating systems.
This gives Jolla and Sailfish OS a unique position to enter the market and create an alternative
solution to Android.

Customers for the solution can include government officials, and corporations needing a secure
mobile solution. The aim is also to make the solution affordable for consumers.

Antti Saarnio, Co-founder and Chairman of the Board of Jolla comments: “It is evident that the
world needs a secure, transparent and open mobile solution alternative, which is not controlled by
any country or major industry player. Together with leading security expert SSH Communications
Security we are aiming to create an open European mobile solution running on Sailfish OS. We are
also inviting other industry players to join the initiative.”

Tatu Ylonen, Founder and Chief Innovation Officer of SSH Communications Security comments:
“Currently there is a rapidly growing customer need for secure mobile communication around the
world and Jolla is in an ideal position to disrupt the market with the unique and independent
Sailfish OS. We are excited to partner with Jolla in this remarkable initiative, aiming to develop a
truly secure mobile solution with broad applicability.”

Hardware platform independent solution

The Sailfish Secure approach will allow solution concept adaptation to e.g. local needs, and also
collaboration with other security partners. End customers like governments or large corporations



are able to adapt the solution to their preferred hardware platform, i.e. the solution is not tied to a
specific hardware configuration.

Jolla and SSH Communications Security at Mobile World Congress 2015

Jolla and SSH Communications Security are presenting the Sailfish Secure project at Mobile World
Congress 2015:

Sessions are arranged on Tuesday 1.30pm and Wednesday 1.30pm at the Jolla booth 1F40, right
on the main isle of Hall 1.
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About Jolla Ltd.

Jolla Ltd., the mobile company from Finland, develops mobile devices and Sailfish OS, the open mobile
operating system. The first Jolla product, the Jolla Smartphone, was first introduced in November 2013 and it
is currently available in Europe, Hong Kong, India and Russia. In November 2014 Jolla introduced the Jolla
Tablet, set to hit the markets in Q2/2015.

Jolla was born in 2011 out of the passion of its founders towards open innovation in the mobile space,
continuing the heritage of Nokia and MeeGo. The Jolla Smartphone and Jolla Tablet are designed and
developed in Finland.

Jolla Ltd. has offices in Helsinki (HQ) and Tampere, Finland and Hong Kong.
www.jolla.com

About SSH Communications Security:

As the inventor of the SSH protocol, we have a twenty-year history of leading the market in developing
advanced security solutions that enable, monitor, and manage encrypted networks. Over 3,000 customers
across the globe trust the company’s encryption, access control and encrypted channel monitoring solutions
to meet complex compliance requirements, improve their security posture and save on operational costs.
SSH Communications Security is headquartered in Helsinki and has offices in the Americas, Europe and
Asia. The company’s shares (SSH1V) are quoted on the NASDAQ OMX Helsinki. For more information, visit
www.ssh.com



